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PREFACE

PREFACE

PURPOSE OF THIS DOCUMENT

This document provides instructions for installing NSi Mobile Server. The document is designed for use
by the System Administrator for NSi Mobile Server and NSi AutoStore.

The NSi Mobile solution consists of the following software:

= Mobile Server

= Support Service

= NSi Mobile application for i0S/Android devices
=  WebCapture (part of AutoStore)

VERSION COMPATIBILITY

The information in this document applies to:

= NSi Mobile version 7.0

= AutoStore version 7.0

= SecurePrint version 6.0

=  Qutput Manager 3.2 (optional)

RELATED DOCUMENTATION

NSi Mobile includes the following documentation:

= NSi Mobile Administrator Guide
= NSi Mobile Installation Guide
= NSi Mobile Release Notes (http://www.nsiautostore.com/documentation)

For more information about AutoStore and other NSi software, refer to the documentation provided
with the products.

© 2015 Nuance Communications, Inc. All rights reserved 5
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OVERVIEW

OVERVIEW

NSi Mobile Server is installed with an installation program that can be downloaded from the Web and
run locally. (This is done via Software Updates in AutoStore.) The installation program will guide you
through the steps for installing Mobile Server.

Mobile Server must be installed on a computer with access to the AutoStore server. It is typically
installed on the same server as AutoStore, although some organizations install it on a different
computer either in front of or behind the corporate firewall. Figure 1 shows an example AutoStore
system with NSi Server installed on the same computer as AutoStore.

|
‘ AutoStore w/ |
webcapture

ﬂ Mobile
Client

Tablet rm---""T-™

| 1

! i

MoEiIe ! .
Client I !
] | 1

! J i

| 1

| 1

| 1

Phone Proxy Server

| (Optional) !
> Mobile [ .

Client
Android

F ¥

Figure 1. Example AutoStore System with NSi Mobile Server

Once NSi Mobile Server is installed, you must run the NSi Mobile Configuration Manager to set up the
Web Server and various other settings required for the installation. You must also run AutoStore Process
Designer to configure the Web Capture endpoint and Mobile Server licensing. The pertinent procedures
are provided in this guide.

© 2015 Nuance Communications, Inc. All rights reserved 6
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PREREQUISITES

HARDWARE

PREREQUISITES

Windows operating system (OS) running on a computer with at least a 2 GHz processor
Minimum 2 GB of RAM is necessary, but 4 GB or greater is recommended

Minimum of 20 GB of hard disk space

NIC Card

SOFTWARE

Supported Windows operating systems:

Windows Server 2008 R2 SP1 Enterprise

Windows Server 2008 (32/64 bit) Standard /Enterprise — with the latest service pack
Important: Make sure that the Windows Server 2008 has Microsoft Visual C++ 2005 SP1
(VC80) Redistributable Package 8.0.50727.4027 or later, which can be downloaded from the
Microsoft web site. Versions of mscrt80.dll earlier than 8.0.50727.4027 will not work with
the NSi Mobile Server database. Windows Server2008 R2 SP1 does not require any update
as it already has the later version of mscrt80.dll.

Windows 7 Professional

Note: Windows 7 is not recommended for environments with more than 100 users

Additional software:

NSi AutoStore 7.0
Microsoft .NET Framework 4.0
Microsoft IS 7.0
o (IS Role, Application Server Role + Web Server IS Support)
SQL Server 2005/2008

Remaining prerequisites are installed during the installation process.

AUTOSTORE AND MICROSOFT SQL SERVER

AutoStore and Microsoft SQL Server should be installed and configured prior to installing NSi Mobile.

Refer to your AutoStore documentation for instructions for installing that product.

Note: The authentication mode for Microsoft SQL Server must be configured to use Mixed Mode
Authentication or SQL Server Authentication. Contact your system administrator for assistance.

© 2015 Nuance Communications, Inc. All rights reserved 7
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INSTALLING MOBILE SERVER

INSTALLING MOBILE SERVER

Follow these steps to install Mobile Server.

1. Download the NSi Mobile Server installation from Software Updates in AutoStore.
2. Run Setup.exe as administrator.

3. Onthe Welcome page of the installation wizard, click Next to continue.

ji& NSi Mobile Server - InstallShield Wizard %]

Welcome to the InstallShield Wizard for NSi
Mobile Server

The InstallShield{R) Wizard will install NSi Mobile Server on your
computer. To continue, click Mext.

WARNMING: This program is protected by copyright law and
international treaties.

= Back I Next > | Cancel

Figure 2. Welcome page

4. Onthe License Agreement page, review the license agreement. To accept the license

agreement, choose | accept the terms of the license agreement. Then, click Next to continue.

© 2015 Nuance Communications, Inc. All rights reserved 8
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INSTALLING MOBILE SERVER

ji& NSi Mobile Server - InstallShield Wizard %]

License Agreement

Please read the following license agreement carefully.

Notable Solutions, Inc.

END USER LICENSE AGREEMENT
IMPORTANT: THIS END USER LICENSE AGREEMENT (THIS
“AGREEMENT") CONTAINS THE TERMS AND CONDITIONS FOR YOUR
USE OF NOTABLE SOLUTIONS, INC. (“NSI") SOFTWARE AND
RELATED DOCUMENTATION. IF YOU INSTALL, ENABLE OR

NTHEDVWWICE 1ICE AKMY DADT ME ARV MCQI COETWWADE WNill SIERITIEY LI

( Taccept the terms in the license agreement Print |

(™ Ido not accept the terms in the license agreement

InstallShield

< Back I Next > | Cancel |

Figure 3. License Agreement

5. On the Customer Information page, type your User Name and Organization name. Then, click

Next to continue.

ji& NSi Mobile Server - InstallShield Wizard %]

Customer Infoermation

Please enter your information.

Organization:

otable Solutions

InstallShield

< Back I Next > | Cancel

Figure 4. Customer Information

© 2015 Nuance Communications, Inc. All rights reserved 9
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INSTALLING MOBILE SERVER

6. The default installation location is shown. To specify a different path, you can click Change and

specify the different location. Then, click Next to continue.

ji& NSi Mobile Server - InstaliShield Wizard

Destination Folder

Click Next to install to this folder, or click Change to install to a different fol

[:7 Install NSi Mobile Server to:
C:\Program Files (x86)\NSi\Mobile Server\

InstallShield

< Back I Next > | Cancel

Figure 5. Destination Folder

© 2015 Nuance Communications, Inc. All rights reserved 10
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INSTALLING MOBILE SERVER

7. Onthe Setup Type page, choose Complete (recommended) if you want to install all components
(Mobile WebServer and Support Service). Choose Custom only if you are installing the Support

Service and Mobile Server on different host machines. Then, click Next to continue.

i'n.‘!r" NSi Mobile Server - Installshield Wizard

Setup Type

Choose the setup bype that best suits vour needs,

Please select a setup bype,

All program Features will be installed. (Requires the most disk
space, )

" Custom
@ Choose which program Features vou want installed and where they

will be installed, Recommended for advanced users,

Installshield

< Back I et = I Cancel

Figure 6. Setup Type

8. If you chose the Custom option, click the drop-down menu next to a component and click either
This feature will be installed on local drive or This feature will not be available to specify

whether a component will be installed.

© 2015 Nuance Communications, Inc. All rights reserved 11
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INSTALLING MOBILE SERVER

il NSi Mobile Server - InstallShield Wizard |

Custom Setup

Select the program features you want installed.

Click on an icon in the list below to change how a feature is installed.

mFeature Descripbion

=) ~ | Support Service

This feature requires 56MB on
your hard drive,
Install to:
C:\Program Files (x86)\MSi\Mobile Server Change... |
InstaliShield

ﬂelp| s_;pace| <§adc|uext>l Canoei|

Figure 7. Custom Setup

To change the location where NSi Mobile Server is installed, click the Change button. You can

click the Space button to view available and required space on local drives.
After you finish configuring the custom install, click Next to continue.

9. On the Ready to Install page, click Install to install the software.

ji& NSi Mobile Server - InstaliShield Wizard

Ready to Install the Program

The wizard is ready to begin installation.

Click Install to begin the installation.

If you want to review or change any of your installation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

< Back I Install | Cancel

Figure 8. Ready to Install

© 2015 Nuance Communications, Inc. All rights reserved
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INSTALLING SUPPORT SERVICE IN STAND-ALONE MODE

10. Along with the NSi Mobile Server files, the installation program installs the Configuration
Manager, which is a utility that allows you to set up the Web Server and other required settings
after you install the NSi Mobile Server. On the InstallShield Wizard Completed page, leave the
Launch Configuration Manager check box selected to launch Configuration Manager when

installation is complete.

ji& NSi Mobile Server - InstallShield Wizard %]

InstallShield Wizard Completed

The InstallShield Wizard has successfully installed NSi Mobile
Server. Click Finish to exit the wizard.

[ Launch Configuration Manager

= Back I Finish | Cancel

Figure 9. Installation Complete

11. Click Finish to complete the installation
12. Proceed to the next section to use Configuration Manager to configure NSi Mobile.

INSTALLING SUPPORT SERVICE IN STAND-ALONE MODE

The Support Service can be installed separately from the Mobile Server on a different virtual machine or
server, however this is not the recommended deployment approach.

Follow steps 1-6 of the Mobile Server installation, then proceed to the following steps:

1. Choose Custom for the Setup Type
Choose This feature will be installed on local drive only for Support Server, and choose This
feature will not be available for Mobile Web Server

3. Continue to steps 9-12 of the Mobile Server Installation

© 2015 Nuance Communications, Inc. All rights reserved 13
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INSTALLING SUPPORT SERVICE IN STAND-ALONE MODE

Si Mobile Server - InstaliShield Wizard %]

Welcome to the InstallShield Wizard for NSi
Mobile Server

The InstallShield{R) Wizard will install NSi Mobile Server on your
computer. To continue, click Mext.

WARNMING: This program is protected by copyright law and
international treaties.

= Back I Next > | Cancel

Figure 10. Welcome page

© 2015 Nuance Communications, Inc. All rights reserved
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CONFIGURING NSI MOBILE WITH CONFIGURATION MANAGER

CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

Once Mobile Server is installed, you must open the Mobile Server Configuration Manager to configure
various settings.

Note: Configuration Manager is available in the NSI group on the Windows Start menu. The
Configuration Manager will open automatically after the installation wizard completes if you did
not clear the Launch Configuration Manager check box.

ACCESSING CONFIGURATION MANAGER

To access Configuration Manager:

1. Allow NSi Mobile Server Configuration Manager to start after installation is complete, or click
Start > All Programs > Notable Solutions > Mobile Server > Configuration Manager to launch
the Configuration Manager after you install NSi Mobile Server. The Database tab is shown in
Figure 11.

® NSi Mobile Server Configuration Manager - 6.1.5.1 - |Elli|
Database Configuration

Database |MoStore| Securities | Mobile Server | Support Service | Output Manager |

V' Use builtin database file

— Database Connection Settings

Passward: |“““‘“ Change Password |
Test Connection |

—Create Database
Create Database |

ooy | ok ] cese

Figure 11. Configuration Manager

© 2015 Nuance Communications, Inc. All rights reserved 15
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DATABASE CONFIGURATION

CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

NSi Mobile relies on a Microsoft SQL Server database to manage transactions. Users in an enterprise
environment often require the functionality of a separate database server. Those users should use the
second procedure in this section to configure the NSi Mobile database. Other users may choose to use
the Microsoft SQL Server Compact database that is embedded in NSi Mobile Server. The following
procedure describes how to configure NSi Mobile Server to use the embedded database.

To configure the embedded SQL Server Compact database:
This procedure describes how to configure the embedded Microsoft SQL Server Compact database.

1. To use the embedded Microsoft SQL Server Compact database, leave the Use built-in database
file check box selected.

2. Click the Change Password button to create a unique database password for your installation,
and then click OK.

x

—Change SQL Server Compact database password

Current Password: I

I

Mew Password:

Retype Password: I""""’“‘"

ok | concel |

Figure 12. Change Password dialog box

Important: For Current Password, type the default password, which is "nsimobile". Then type
your new password in the New Password and Retype Password boxes.

© 2015 Nuance Communications, Inc. All rights reserved 16
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

3. You can click the Test button to check the database connection.

4. Click the Apply button to save your changes.

Note: The initial SQL Server Compact database is created automatically. Anytime in the future

you can come back and click the Create Database button to replace an existing SQL Server

Compact database.

To configure a database on a Microsoft SQL Server database server:

Use this procedure to create a database on a separate Microsoft SQL Server database server.

1. Clear the Use built-in database file check box.

® NSi Mobile Server Configuration Manager - 6.1.5.1

f“[ﬁ‘é‘iéiﬁéé’é"‘él AulUSlUral Sacuriliesl b4 obile Servarl Support Service | Dutput Managerl

Database Configuration

™ Use builtin database fie

Server name:

Usemname:

Password:

D atabase:

— Databasze Cannection Settings

=10l

|CORPSFASOLSRY

I Use Windows authentication

Insimobileadm\n

|MSIMOBILEDE

Test Connection |

Create Database |

i~ Database Schema

Create Database schema |

Apply | 0K I LClose |

Figure 13. SQL Server database server configuration

2. Enter the name for the instance of SQL Server in the Server name box.

A named instance of SQL Server is normally identified by hostname\instancename (for example:
CORPSRV\SQLSRV). The default instance of SQL Server is referred to by the hostname for the

server.

3. Enter the Username and Password that will be used to connect to the Mobile Server database.

To use a Windows domain user name and password, first select the Windows Authentication

User check box.

© 2015 Nuance Communications, Inc. All rights reserved
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8.

CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

Note: If a SQL Server user name already exists, Configuration Manager will use that user. If a
user name does not exist, Configuration Manager will add the user to SQL Server. The user name
specified here will be assigned database roles required by NSi Mobile server.

For Database, enter the name for the database that will be associated with NSi Mobile Server.
For a new database, click Create Database to create the database.

In the SQL Server Authentication dialog box, specify a user account that is authorized to create
or update the specified database on the database server, and then click OK.

SOL Seryer Authentication: =

Specify account uzed to create database

7 Wwindows Authertication

alE

Uszername: I

Password: I

Ok I Lancel |

Figure 14. Authorized account specification

e Click Windows Authentication to create the database using your current domain logon
credentials.

e Click SQL Server Authentication to enter an authorized SQL Server Username and
Password.

Click Test Connection to test the connection to the server. If the connection fails, make sure

that the database server is running, and that you entered the correct Server name along with

valid credentials for the database or for creating the database.

Once successful, click OK to dismiss the Test connection succeeded message.

Database Configuration E3

'0' Test connection succeeded,

Figure 15. Connection Succeeded

© 2015 Nuance Communications, Inc. All rights reserved 18
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9. Click Create Database schema. A message appears, indicating that any data in the database will
be deleted.

CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

Database Configuration [1X]

{ - | The current data in this database will be deleted. Da you want to
s ¥ conkinue?

Figure 16. Database deletion prompt

10. Click Yes unless you want to save any existing data.

Note: If you click No, the database will not be created. Specify a different database, one which
contains no data or contains data that can be deleted.

11. Once the database is successfully created, click Apply to save the settings. Then, proceed to the
next procedure to continue the configuration.

© 2015 Nuance Communications, Inc. All rights reserved 19
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER
AUTOSTORE CONFIGURATION

1. From Configuration Manager, click the AutoStore tab:

@ NSi Mobile Servér Configuration Manager - 6.1.5.1 -[3x|

AutoStore Configuration

Database AutoStore |Sacurities| abile Servarl Support Service | Dutput Managerl

¥ Enable AutaStare Connaction

— Connection Settings

Server Address: IIncthmsl
Mobile Service Port: |4280—
™ UsessL
Choose Certificate: I j

Certificate Password: I

—License

Licerse Status: No License L5 |

Apply | OK I Close |

Figure 17. Mobile Server Configuration

2. Select the Enable AutoStore Connection check box to use AutoStore to provide workflows. This
option is selected by default.

3. Make sure that Server Address shows the correct address for the AutoStore server. You can
enter "localhost" if NSi Mobile Server is running on the same machine as AutoStore.

4. In the Mobile Service port, enter the port you will be using for Mobile Server communication.

5. Click Apply, and then click the refresh button in the License box.
The License Status should change to "Licensed" if NSi Mobile Server connects successfully to the
AutoStore server.

License
’7 License Status: Licensed T |

Important: For NSi Mobile Server to communicate with AutoStore and show the "Licensed"
status, the WebCapture service must be running, and the port number shown here must match

© 2015 Nuance Communications, Inc. All rights reserved 20
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

the Mobile service port number in the WebCapture Mobile Server settings. See Configuring
WebCapture Endpoint for NSi Mobile Server in this document.

MOBILE SERVER CONFIGURATION

1.

From Configuration Manager, click the Mobile Server tab:

& NSi Mobile Server Configuration Manager - 6.1.5.1 i =] 5

Mobile Server Configuration

Databasal AuloSloreI Securties  Mobile Server SupportServiceI Output Managarl

Mabile Server URL: http: //localhost 80/M obileS erver.

Admin Tool URL: hittg: /¢ localhost 81 AAdminTool/Home:
Server Status: Stopped ) |
Web Server
‘wieh Server Type: ¢ Embedded "weh Server Configure... |

1 |rtemet Infarmation Service [115] Configure... |

Spply | ok | Close

Figure 18. AutoStore Configuration

Note the URLs of Mobile Server and Admin Tool.

Note: The URLs for Admin Tools and Mobile Server shown in Configuration Manager start with
“http://localhost.” When providing the link to client users and for accessing Admin Tools
remotely, replace the the “http://localhost” portion with the actual server address (for example,
192.168.10.86 or www.companyURL.com).

Note: After Mobile Server is installed and configured, the Admin Tools web page is used by NSi
Mobile administrators to monitor and maintain general Mobile Server settings, locations, users,
and more. Refer to the NSi Mobile Administrator Guide for details.

If the Server Status is "Running", click Stop.
Choose the Web Server Type. If you are using IIS, click Internet Information Service (lIS).
Otherwise, click Embedded Web Server.

Note: If you want to use IIS, it must already be installed. See Software Prerequisites in this
document for information on the required roles and services for IIS.

© 2015 Nuance Communications, Inc. All rights reserved 21
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

5. Click Configure. The Configuration window appears.

Embedded Web Server Configuration E3

—Wweb Site Settings

tobile Server Port;

Admin Tool Port; ISDD2
I UsessL
Certificate Path; I

|

Certificate Pagaword: I

[ ok |

Cancel |

Figure 19. Embedded Web Server Configuration Window

6. Configure the Web Site settings that you want to use. Then click OK to close the configuration

window.
7. Click Apply to save the settings.
8. Click Start to start the service.

9. Then, proceed to the next procedure to perform the Support Service configuration with

Configuration Manager.

© 2015 Nuance Communications, Inc. All rights reserved 22
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

SUPPORT SERVICE CONFIGURATION

If you performed a complete installation of NSi Mobile features, the Support Service will already be

configured when you launch the Configuration Manager. Note that the “Connect to Support Service on
local machine” checkbox is already checked, and the Service Status is “Running”.

1. Inthe NSi Mobile Server Configuration Manager, click the Support Service tab.

® NSi Mobile Server Configuration Manager - 6.1.5.1 o ] 4]

Support Service Configuration

[atabasze ﬁutoStoreI Securitiesl tdobile Serv UutputManagerI

Service Status: Running ~_-3| Stop | Configure,.. |

— Connection Settings

¥ Connect to Suppart Service on local machine

Service Address: Ilocalhost
Service Port: |82—
™| Use S5l
Choose Certificate: I j

Certificate Pazsword: |

Test connection |

&0 Service Settings

Athentication Type: IActive Directory j

Dramain: |

LDAP Server: I

Floot DM: I

Apply | ak I Close

Figure 20. Support Service options

© 2015 Nuance Communications, Inc. All rights reserved 23
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2. If needed, you can change the Service Port.

CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

a. If the service is running, click Stop to stop the service.
b. Click the Configure button.
c. Enter a different port number in Service Port, and click OK.

Service Configuration x|

Please provide the following information for your configuration
7 Configuration Infomation

Service Port: IBZ

[ UsessL

Choose Certificate: I LI

Certificate Password: I

OK | Cancel I

d. Click Start to start the service again.

3. Click Apply to save the settings. Then, proceed to the next section to configure Security Keys
with the NSi Mobile Server Configuration Manager.

SUPPORT SERVICE CONFIGURATION IN STAND-ALONE MODE

If you installed the Support Service separately from Mobile Server, you will need to set the connection

settings in Configuration Manager to connect to the remote Support Service. You will also have to
configure the Support Service on the remote server.

1. Inthe NSi Mobile Server Configuration Manager, click the Support Service tab.
a. If the service is running, click Stop to stop the service.
b. Enter the service address where the remote Support Service is running
c. Enter the port number in Service Port, and click OK.

2. Launch the NSi Mobile Server Configuration Manager on the remote server
a. If the service is running, click Stop to stop the service.
b. Enter the port number in Service Port, and click OK.

© 2015 Nuance Communications, Inc. All rights reserved 24
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

® Nsi Mobile Server Configuration Manager - 6.1.6.3

Support Service Configuration

Database Securities' I obile Sewer' AutoStore | Output Manager|

Service status: Stopped Lr ] Start | Configure... |
— Connection settings
[” Connect to Suppart Service on local machine
Service address: I'I 01017.3
Service port: |82—
™ UsessL
Chooze certificate: | j

Certificate password: I

Test connection |

— A0 service settings

Authentication bype: IActive Diirectary ﬂ
Damain: I
LDAP gerver I
Foot DM: I

Apply | Ok, I Close |

Figure 21. Support Service options in stand-alone mode

#® NSi Mobile Server Configuration Manager - 6.1.6.3

Support Service Configuration

Service stabus: Stopped i)

— Configuration infonation

Service port: |82

Choose certificate: I j

Certificate password: I

QK | Apply | Cloze |

Figure 22. Support Service configuration on remote server
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OUTPUT MANAGER CONFIGURATION

Settings on the Output Manager tab configure NSi Mobile Server to communicate with Output

Manager.

To configure Output Manager settings:

1. Inthe Configuration Manager, click the Output Manager tab.

This displays the Output Manager Connection settings.

#® NSi Mobile Server Configuration Manager - 6.1.7.2

Output Manager Configuration

— Connection settings

Server address

Service port:

Source name:

|PROM-COMPLART

IBDEE

[T Use55L

Mobile

Test connection |

Apply | 0k I

Cloze

Figure 23. Output Manager Configuration
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CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

2. For Server Address, specify the host name for the Output Manager server.

For Service Port, type the port used by the Output Manager server to communicate with clients,
and click OK. Note: By default, port 8066 is used to connect to Output Manager, and 8067 when

SSL is checked.

3. For Source Name, enter the name of the input source specified in Output Manager

SECURITY KEYS CONFIGURATION

This tab is for the security keys needed to encrypt the credentials that are sent between the client and
the server. Every time the Mobile Server is installed, a new set of keys must be generated.

To configure security keys:

1. Inthe Configuration Manager, click the Securities tab.

& NSi Mobile Server Configuration Manager - 6.1.5.1

Security Keys Configuration

=101 %]

Database | AutoStore  Securities |M0bi|e Serverl Support Service DutputManagerI

— Current Security Keys

Walid Ta: |S£B£2D1 4

— Create New Keys

Fazzword: Ienter_passwnld
E=pire after: 365 [daps]
r— Other Settings
Built-in ddmin pagsword; | FEss
Apply | QK Close

Figure 24. Security Keys Configuration

© 2015 Nuance Communications, Inc. All rights reserved

27



Installation Guide — NSi™ Mobile™

2. Enter a Password, then click Create.
A confirmation message appears, indicating that the security keys were successfully created.

3. Next to Built-in Admin password, type the password for the "admin" user.
The admin user password allows an NSi Mobile administrator to access the NSi Mobile
Administrator Tool using the "admin" user name. The default password is "admin".

4. Click Apply to save the security settings. If necessary, you can review the configuration settings

CONFIGURING NSi MOBILE WITH CONFIGURATION MANAGER

on any of the tabs.
5. Proceed to the next procedure to continue configuration.
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LAUNCH ADMIN TOOLS

LAUNCH ADMIN TOOLS

At this point, you can log into Admin Tools to perform initial setup before other users are configured as
administrators using the default "admin" user name.

You can launch Admin Tools from a link in Configuration Manager. Or, you can note the Admin Tool URL
and enter it in your browser. You may want to add it to your browser Favorites.

To launch Admin Tools:

1. In NSi Mobile Server Configuration Manager, click the Mobile Server tab.
2. Click the link to Admin Tool URL.

® NSi Mobile Server Configuration Manager - 6.1.5.1 10l =l

Mobile Server Configuration

Mobile Server URL: http:# flocalhost: B0./M obileS erver!

Admin Tool URL: http:#flocathost: 81 AddminT ool/Home !
Server Status: Running 5 | Stop |
wWeh Semver

wieb Server Tope: % Embedded Web Semver Corfigure...

| Internet Information Senvce [115] [Eonfigure. .. |

Spply | ak. I Close

Figure 25. Admin Tools URL

3. Login with the user name "admin" and the password entered on the Securities tab. The default
password if you did not change it is "admin".

Note: At this point, switch back to the Configuration Manager to close it. Click OK to make sure
your settngs are saved. Then, click Close.

4. Refer to the NSi Mobile Administrator Guide for information about using Admin Tools.
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CONFIGURING WEBCAPTURE ENDPOINT FOR NSi MOBILE SERVER

Attention: Use the instructions in this section only if you selected the Enable AutoStore
Connection check box on the AutoStore tab of NSi Mobile Configuration Manager (see
AutoStore Configuration).

WebCapture must open a communication port that is accessible to Mobile Server. You do this from
AutoStore Process Designer (APD).

Note: Refer to your AutoStore documentation for more information about AutoStore Process
Designer.

Note: If WebCapture is already in use in a configuration, it is highly recommended that you set
up a new and separate task dedicated to NSi Mobile.

To configure WebCapture communication port for Mobile Server:

1. APD, double-click the WebCapture icon in a workflow.
2. Click the Mobile Server tab.

Web Ca pture

[Menus [ Preferences [ authentication| Mobile Server

Service

Mobile service port: 4290 | [T 5SL

Choose cerlificate:

Cettificate password |

OK I Lancel | Help |

Figure 26. Service settings for Mobile Server in WebCapture

3. For Mobile Service port, enter the port you will be using for Mobile Server communication.

Important: The value entered here must match the value entered for Mobile Service Port in the
on the AutoStore tab of NSi Mobile Server Configuration Manager. See AutoStore Configuration
in this document.

4. Save and restart the task.
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5. Onthe AutoStore tab of the NSi Mobile Configuration Manager, confirm that the AutoStore
Server Address is correct and that the Mobile Service Port number is the same that you

CONFIGURING WEBCAPTURE ENDPOINT FOR NSi MOBILE SERVER

specified for Web Capture in step 3.

@ NSi Mobile Servér Configuration Manager - 6.1.5.1 -[3x|

AutoStore Configuration

Database AutoStore |Sacurities| abile Servarl Support Service | Dutput Managerl

¥ Enable AutaStare Connaction

— Connection Settings

Server Address: IIocthosl
Maobile Service Port: |4280—
™ Use 55L
Choose Certificate: I j

Cerificate Password: I

r—License

License Status: No Licensze er ] |

Apply | 0K I LClose

Figure 27. AutoStore options

If NSi Mobile Server is installed on the same host as AutoStore, enter "localhost" for Server
Address. If AutoStore is on a different machine, enter the IP address or host name for the
AutoStore server.

6. If you make any changes, click the Apply button, and after you click the refresh button in the
License box, the License Status should switch to "Licensed".

License
’7 License Status: Licensed T |

CONFIGURING WEBCAPTURE FOR AUTHENTICATION OF NSI MOBILE USERS

To configure WebCapture for authentication of NSi Mobile users:

1. If not already there, start APD and double-click the Web Capture icon in the workflow.
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CONFIGURING WEBCAPTURE ENDPOINT FOR NSi MOBILE SERVER

2. Click the Authentication tab.

Menus | Freferences || Authentication'}| Mobile Server |

Authentication type | Integrated Windows | v |

Active Directary

Domain | |

LDAP authentication
LOAP zerver | |

Roct ON [ |

Customn script

Script file path | | J

Uszer info lookup

¥ Use an LDAP zearch to retiieve additional user infomation Configure...

ok | Cancel | Help

Figure 28. WebCapture Authentication

3. For Authentication Type, choose the authentication type that you are using.
e Active Directory
e LDAP authentication
e Custom script (requires a Custom Development license)
4. Configure the settings to authenticate users and groups for the selected authentication type.

CONFIGURING WEBCAPTURE TO SUPPORT MY FILES

Webcapture can be configured to retrieve additional user attributes from the directory service. The
home directory attribute is used to retrieve the path of a user’s home directory, which is used for the
My Files feature. If this attribute is not retrieved (by webcapture), the user’s home directory path can be
entered manually in Admin Tools.

1. If not already there, start APD and double-click the WebCapture icon in the workflow.
2. Click the Authentication tab.
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Web Ca pture

Authentication | Maobile Server
Authentication type | Active Directary !

Active Directary

Domain | |

LDAP aLthentication
LDAR zerver | |

Root DN [ |

Custorn script
Script file path | | _I

Edit seript code... Fields. .. |

Uszer info lookup

I iise an LOAF search to reirieve addtional ussr information §  Configure..

OK I LCancel | Help |

Figure 29. WebCapture Authentication

3. Select the Use an LDAP search to retrieve additional user information check box.
4. Click Configure to open the LDAP Lookup Settings dialog box.

" LDAP Lookup Settings

LDAP server access

LDAP server | |
Root DM: | |

' Login as anonymous

& Login with following credentials:

Uszer name: | |

Paszsword: | |

Directory zearch

Directory type: Active Directory n

tdatch uzer name against: | |

Get email address from: | |

Additional attributes: | hormeDirectony |

[i.e. dizplayMame; homeDirecton)

Test Laokup

User name: | |

Test...
u] S | Cancel | Help |

Figure 30. LDAP Lookup Settings
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5. Fill in the following fields:

CONFIGURING WEBCAPTURE ENDPOINT FOR NSi MOBILE SERVER

For this option Do this

LDAP server Enter the LDAP server address. This is the
same as the address for the domain
controller.

Root DN Enter the domain’s Root Distinguished Name.

Login credentials e If the LDAP server allows anonymous

login, choose the Login as
anonymous option.

e Ifit does not, choose the Login with
following credentials and provide the
User name and Password.

Directory Type Choose Active Directory.

Additional Attributes Enter homeDirectory. If there are additional
attributes that are needed for workflows,
enter them here as well and separate them
with “;”
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SETTING UP SSL FOR NSI MOBILE

This section describes the how to configure SSL for NSi Mobile. When you choose to use SSL, you need
to configure SSL settings and specify a certificate for both ends of a communication link. NSi Mobile
enables administrator to set up an SSL connection between any of the components of the NSi Mobile
solution.

CONFIGURING SSL FOR THE MOBILE CLIENT

Important: When Mobile Server is deployed behind the corporate firewall:

e The address of the router/proxy server must be used in generating the SSL certificate.

e Port forwarding must be set up on the router/external server to point to the internal Mobile
Server port. For example:
https://office.yourcompany.com:35016 forwards to https://10.16.35.106:443

Important: The generated SSL certificate must be issued for the specific URL/address of the external
server/proxy. Examples:

o office.yourcompany.com
e *yourcompany.com

Important: The SSL certificate must be issued by a trusted certificate authority. Examples:

e Computer Associates
e GoDaddy
e Symantec (formerly VeriSign)

To configure SSL for the Mobile Client, complete the following three tasks:

1. Add site bindings in IIS.
2. Configure SSL in NSi Mobile Server Configuration Manager
3. Specify the NSi Mobile Server name on the Mobile Client

ADD SITE BINDINGS IN IIS:

1. Launch lIS 7.0 Manager, and select the Server node.
2. Inthe IS section, double-click "Server Certificates".
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% Internet Information Services (I15) Manager [_To[=]
@G; [%bpnnmrwnm » | ke el g |@ -~

File Wiew  Help

ladions
Ggg PRDM-WD01 Home

Manage Server
-5 Start Page & Restart
g = . Filter: v an ~ \syShow all | Group byt Area N
Eej o tP ‘ % | » o
pplication Pools ASP.NET -
Stes r i Rl
Defaul Web Site i ¥ @ q ) ;l? t v
N = Y iew Application Pools
% Moble Server % NZ L) 2 o $?I View Sites
HET NET HET Error NET MET Trust Application Cornection  Machine Key Pages and Providers
Authorizati,,.  Complation Pages Globalzation  Levels Settings Strings Cantrols ™ ~
eploy
5 [ Configure alsbaizstion praperties for managed code | @ Expore s
= &I 1mport Server or Site Package..,
Session State  SMTP E-mail —— e
(Change .NET Framework Version
@ help
FTP online Help
0 eI 0 "
e FE i e G
FTP FTR FTP Directory  FTP Firewall FTP IPv4 FTP Logging  FTP Messages FTP Request FTP 551 FTP User
Authentication Authorizati.,  Browsing Support  Address a.., Fitering Settings Isolation
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2 - =) iy
9 d o B B & w <&
Authertication Authorization  Compression Defaul: Directory Error Pages  Failed Request Handler HTTP Redirect HTTP
ules Document  Erowsing TracingRules  Mappings Respo...
- - - -
= 3 o= a
G el =] — ¥
T & 0 B =
IP Address  ISAPLand CGI  ISAPIFiters Logging MIME Types Modules Qutput Request Server worker |
andDom, .. Restrictions Caching Filtering Certificates Processes
Management
aa - = F =
< | >
Ready €.
Figure 31. Server Certificates in IIS
: . n ifi "
3. Inthe lIS section, double-click "Server Certificates".
4. In the Actions pane, click Import, and then click the browse {(...) button.
*EInternet Information Services (I15) Manager _[Olx]
@7‘,, [93 » PRDMWDOL b | @ -
File View Help
P @0 Sserver Certificates
LS4 = NESH] -3 |4 Impart
-4 Start Page .
=) gi PROM-WDO1 (PRDMpselimachkie, Use this feature to request and manage certificates that the Web server can use with Web sites configured for S5, Create Certificate Request...
L) ipplication Pocls Hame_~ | Issued To | 1ssued B | Expiration Date: | Certificate Hash Complste Certificate Request. .
(8] Sites Create Domain Certficate ..
Default Web Site ——————————
bl Server Create Sef-Signed Certificat
@ Help
Cnline Help
Import Certificate [ 71 x]
Certificate file {.pF):
T
Password:
¥ allow this certificate b be exported
Cancel
4 | ]
4 || [ Features view |i - Cortent view
Ready 6

Figure 32. Import Certificate dialog box
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5. Inthe Open dialog box, locate the certificate (.pfx) file, and click Open.

6.

_—

Dpen

(G- mown -
Orgarize *  New Folder
£ Favorites =
B Deskiop
I8 Downkoads
2L Recent Places

4 Libraries
* Documents
o Music
| Pictures
Wideos
1% Computer
&L, Local Disk (<))
2% wdmachke (1PROI_|

=

€ Netwiork

File name: ‘nslus.(um.pfx

~ {23 [ search Desktop
= -0e

Ubraries Wakid Dimachide
|| System Folder & System Foldes
-

&

-

A

Computer
System Folder

Network
System Folder

2 [ |
Cancel I

&l

A

Figure 33. Open dialog box

Enter the password for the certificate, and click OK.

"E Internet Information Services (I15) Manager _[Olx]

@~

1712

@é, [*Zj » PROMAWDOL b

Fie  View Help

€G-l I8
W5 sStart Page
=] G_’:j PROM-WDO1 (PRDMywdimachkie
-2 Application Pocls
B[] Sites
g Default eb Site
Mobile Server

Ggl Server Certificates

Use this feature to request and manage certificates that the Web server can use with Web sites configured for S5L.,

Hame =

| 1ssued To

| Issued B | Expiration Date | Certificate Hash

Impart..

Create Certificate Request..,

Complete Certiicate Request. .,

<

o |

Import Certificate

Certficate file (.pfx):

feiu PROM\Deskiop

Passward;

¥ Allows this certificate b be exported

Caneel

Ready

| = I Features view |, % Content View

Create Domain Certificate. .,
Create Self-Signed Certificate. ..

@ Heln

Online Help

hetS

Figure 34. Certificate password

7. The Server Certificates list should now show the installed certificate.
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™ Internet Inform.

Services (II5) Manager

SETTING UP SSL for NSi MOBILE

G [ rromion

Fle  View Help

=NESH] .S

§5 start Page
= €5 PROM-WDOL (PROMydimachke
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H- e Sies
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Ready
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<
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Cornplets Certificate Request..
Create Domain Certificate. .,
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ViEw, ..

Export,..
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Remave

® X

Help
Qnline Help

Figure 35. Server Certificates list

8. Inthe Connections pane, click the Mobile Server application node.

9. Inthe Actions pane, click Bindings.

[™E Internet Information Services (II5) Manager M=1E3

@54 [0 » PRDM-WDO1 » Sites * Mobile Server

| & = @ -

File View Help

[eommedtions ]
CHETEATY

-5 Start Page
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& B

Session State  SMTP E-mail

s
N =n S -
f’nzl % ‘f@ @ =8, % |
uthentication Authorization  Compression  Default Directory  Eror Pages FaiedRequest  Handler  HTTP Redirect
Ules Document  Browsing Tracing Rules  Mappings
| 9 = = ol
. = = 0

» @ 0 7 = &8 4
1P Address  ISAPIFlters  Logging  MIME Types  Modules Output Request 55 Settings
and Dom, . Caching Filtering
Management

B &

Configuration 115 Manager Web Platform
Editor Permissions  Installer

462 prom-wooL (PROM Filker: - [an - yshowal | Groupby: drea
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= (8] Stes ) )
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@ stop
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e
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Figure 36. Mobile Server site in IIS
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10. In the Site Bindings dialog box, click the Add button.

Site Bindings HE
Type | Host Name | Port | TP Address | Binding Add...
hittp 80 . — [
.
4] | |
-

Figure 37. Site Bindings dialog box
11. In the Type box, select "https".

|Site Bi| add Site Binding [7]=]
Port:

Typ  Type: TP address:
hittp [http EI [ﬂlmamgned EI IB:I

b0, com oF miarkeking, contosn, com

L LCLLCO

Figure 38. Site binding type

12. In the SSL certificate box, select the certificate, and click OK.

Steilladdsicoingng_______________________ HEEE
Typ  Ivpe: IP address: Part: :I
hittg [https El [ﬂlmamgned EI I-H3 _[

Host name

| -

551 certificate: _I
. [ Mok selected =] e |

J".nsm.wn | . I—I =] | _I

Figure 39. SSL certificate list

13. The Site Bindings list box should now show both the http (80) and https (443) bindings.
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Site Bindings:

Type | Host Mame | Port | TP Address | Einding add...
+

hittp &0

1| | 30|

Figure 40. Site bindings list

14. Click the Close button.

CONFIGURE SSL IN THE NSI MOBILE SERVER CONFIGURATION MANAGER

1. On the Mobile Server tab of NSi Mobile Server Configuration Manager, choose Internet
Information Service (11S) and click the Configure button.
2. Inthe lIS Configuration dialog box, only specify the http port (80).

@ NSi Mobile Server Configuration Manager - 1.0.3.7

Mobile Server Configuration

" Database | AutcStore  Mobile Server | File Servicel Security Keps

Mobile Server URL: http: ¢ flocalhost: B0/ obileServer!

Admin Tool URL: http: ¢ flocalhost: 80/4dminT ool/Home,!
Server Status: Stopped Er Start |
Wwieb Server

‘web Server Type:  { Embedded ‘Web Server Lonfigure... |
& |ntemet Information Service [I15)

Ot ===
IIS Configuration [ %]
=]

‘wieb Site Settings ||

Site M ame: IMobiIe Server
IP &ddress: [All Unassigned]
Fart: ISD
()8 I Cancel |
QK | Apply | Cloze |

Figure 41. lIS configuration

SPECIFY SERVER NAME ON THE MOBILE CLIENT

e In NSi Mobile Client, specify the https URL that points (internally) to the https port (443), either:

https://mobile.yourcompany.com/mobileserver

40
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_Or_

https://mobile.yourcompany.com:8523/mobileserver

€ Back Settings v Save

Server Name

https://office.nsius.com:35016/mabile:

Quick Logon

an

Cache Activities

an

Default Landing

Home [+]
Language

English [
Help & Troubleshooting
Report a Problem (5]
Ahnut (2]

Figure 42. Server settings

CONFIGURING SSL FOR WEBCAPTURE

SETTING UP SSL for NSi MOBILE

CONFIGURE NSI MOBILE SERVER

1. Launch NSi Mobile Server Configuration Manager.

2. Click on the AutoStore tab.
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@ NSi Mobile Server Configuration Manager - 6.1.5.1 =] |

AutoStore Configuration

Database AutoStore |Securities| fdobile Serverl Support Service | Output Managerl

IV Enable AutoStors Connection

— Cannection Settings
Server Address: IIUcathsl
Maobile S ervice Port: |4290—
™ UsessL
Chooze Certificate: | j
Certificate Password: I—
r—License
License Status: No License ]

Apply | 0K I LClose

Figure 43. AutoStore configuration

3. Select the Use SSL check box.
4. Inthe Choose Certificate box, select “New self-signed...”.

@ NSi Mobile Server Configuration Manager - 6.1.5.1 o ] 4

AutoStore Configuration

Database AutoStore ISecuritiesl I obile Serverl Support Service | Output Managerl

IV Enable AutoStore Connection

— Connection Settings

Server Address: IIocthost
Mobile Service Part: |4290
I Use sSL

Choose Centificate:

Cerificate Password:

i License

License Status: Mo License 5

Apply | oK I Cloze |

Figure 44. Specifying SSL for AutoStore connection

5. Inthe New Self Signed Certificate dialog box, type your Company name.
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6. Set the Expire Date to create the desired period.
7. Type a Password for the certificate.

New Self Signed Certificate x|

Please provide the following information for your certificate

Certificate Information
Company: |N0tab|e Solutions
Expire Date: IW;’
Password: I"""""""ﬂ

Figure 45. Certificate password

8. Click OK.

® NSi Mobile Server Configuration Manager - 6.1.5.1 o ] 4

AutoStore Configuration

Database AutoStore ISecuritiesl I obile Serverl Support Service | Output Managerl

IV Enable AutoStore Connection

— Connection Settings

Server Address: Ilocalhost
Mobile Service Part: |=1290—
I Use sSL
Choose Certificate: INUlabIE Solutions. pfx j

Centificate Password: l—

i License

License Status: Mo License 5

Apply | 0K I Close |

Figure 46. After configuring SSL for the AutoStore connection

9. Open My Computer or Windows Explorer and locate the certificate file in the Mobile
Server\Config folder in the NSi program files directory.
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n Config _ o] x|
‘GOU | | . ¥ Computer ¥ OS (C:) ¥ Program Fles (x86) ¥ NSi * Mobile Server ¥ Config - [ I Searc... @‘
Organize ¥  Includeinlibrary ¥  Sharewith ¥  Burn  New folder = ~ e

Name | Date modified | Type | Size ‘
2 ModuleSetting.xml 8/7/2013 7:21 PM XML Document 1KB
| "= Notable Solutions.pfx 8/21/2013 11:39 AM  Personal Information Exchange 3 KB|
£ serverConfiguration.xml 8/12/2013 8:36 AM XML Document 2KB
¥ systemConfiguration.xml 8/21/2013 11:05 AM XML Document 2 KB
| | o]
l 4 tems State: 2% Shared

Figure 47. Certificate file that was saved in the Config folder

This is the file that you will need to install on the AutoStore server.

ADD THE CERTIFICATE TO THE AUTOSTORE SERVER

Copy the certificate to the host machine that is running AutoStore server.
Click on the AutoStore tab.
Start the Microsoft Management Console.
On the Windows Start menu, click Run, type mmc, and then click OK.
4. Click File > Add/Remove Snap-in.

™ Consolel - [Console Root] ;lglll
@; Action View Favorites Window Help ‘;lilil
&= New Ctri+N
= Opei.. S e | | Actions
Save Ctrl+S
Save As... There are no items to show in this view. Console Root -

More Actions »

Add/Remove Snap-in... Ctrl+M
Options...

1 compmgmt.msc
2 services.msc

3 eventvwr.msc
4 comexp.msc

Exit

Enables you to add snap-ins to or remove them from the snap-in console. ‘

Figure 48. Adding a new snap-in

5. Inthe Available snap-ins box, double-click Certificates.
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/Add or Remove Snap-ins il

You can select snap-ins for this console from those available on your computer and configure the selected set of snap-ins. For
extensible snap-ins, you can configure which extensions are enabled.

Available snap-ins: Selected snap-ins:
Snap-in ‘ Vendor - [ Console Root Edit Extensions...
= ActiveX Control Microsoft Cor.

[T Authorization Manager Microsoft Cor... Rermmve

Microsoft Cor...
%. Componentlgervices  Microsoft Cor... Move Up
& Computer Managem... Microsoft Cor...
=4 Device Manager Microsoft Cor... IVove Dowr
= Disk Management Microsoft and ... Add >
2] Event Viewer Microsoft Cor...
"I Folder Microsoft Cor...
'] Group Folicy Object ... Microsoft Cor...
@ IP Security Monitor Microsoft Cor...

&, 1P security Policy Ma... Microsoft Cor...
(&) Link to Web Address Microsoft Cor...

& Local Users and Gro... Microsoft Cor... LI Advanced...

Description:

The Certificates snap-in allows you to browse the contents of the certificate stores for yourself, a service, or a computer.

Figure 49. Selecting the Certificates snap-in

6. In the Certificates snap-in dialog box, choose to manage certificates for Computer account and
click Next.

Certificates snap-in ll

This snap-in will always manage certificates for:
¢ My user account
¢ Service account

@ Computer account

< Back | MNext = I Cancel

Figure 50. Specifying target for certificates snap-in

7. Click Finish to set up the MMC Certificates snap-in to manage the Local computer, and then
click OK to close the Add or Remove Snap-in dialog box.
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Select Computer x|

Selectthe computer you want this snap-in to manage

This snap-in will always manage:

® Local computer: (the computer this console is running on)

" Another computer: Brawse... |

[~ Allow the selected computer to be changed when launching from the command line. This only
applies ifyou save the console

<Back I Finish I Cancel

Figure 51. Computer managed by Certificates snap-in

8. Inthe tree pane of the MMC console, expand "Certificates (Local Computer)".
9. Right-click "Trusted Root Certificate Authorities" and click All Tasks > Import.

™ console1 - [Console Root] ;lglil
lgh Fle Acton View Favorites Window Help ‘;Iﬁlil
L [E=IIEY]
“| Console Root Name | | Actions
El 5 Certificates (Local Computer) i Certificates (Local Comput... C()nso\'e Root -
- Personal
a A " More Actions 4
7 Enterprise Trust Pt l
ot et R o cooes. |

]

~| Trusted Publishers
3 Untrusted Certficate;  New Window from Here M
| Third-Party Root Cer _ |

~| Trusted People e

“| Other People Help

“ Homegroup Machine TEFtTCates
~| Remote Desktop

“ Certificate Enrolment Requests
“| Smart Card Trusted Roots

“ Trusted Devices

~ windows Live ID Token Issuer

B & E A

e e = e i

Add a certificate to a store ‘

Figure 52. Importing Certificate
10. On the Welcome page of the Certificate Import Wizard click Next,

11. Click Browse, and in the Open dialog box, select the Personal Information Exchange (.pfx) file
that was copied to the host machine in step 1 of this procedure, and Open, and then click Next.
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(j)v | .~ Certificates o l@] I Search Certificates [.‘]
Organize Mew Folder = ~ Ol '@
‘v Favarites Mame « | Date modified | Type | Size
B Desktop | (%} Natable Salutions.pfx 9/12{2013 4:05 PM Personal Informatio, . |
4 Downloads

=] Recent Places

4 Libraries
3 Docurments
J'- Music
| Pictures

B videos

1M Computer
a, Local Disk {C:)
g wdimachkie (}\PROM-C

ﬁi Metwark,

4 | i3
File riarmes |+ x| |anFiles e |

G049 Certificate (*.rer®.om)

Figure 53. Selecting the Personal Information Exchange file

12. In the Password box type the password that was used to generate the certificate on the NSi
Mobile Server, and then click Next.

Certificate Import Wizard x|

Password

To maintain security, the private key was protected with a password.

Type the password for the private key.

Password:

Enzhile stong private key pratection, You will be prompted every. time the
i ki [Nl e} i)
private key: is used by an application it you ensble this option.

[ Mark this key as exportable. This will allow you to back up or transport your
keys at a later time.

[¥ Include all extended properties.

Learn more about protecting private keys

< Back I Next = I Cancel |

Figure 54. Specifying the password for the certificate
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13. Make sure the Certificate store is set to “Trusted Root Certification Authorities”, click Next, and
then click Finish.

Certificate Import Wizard x|

Certificate Store

Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location
for the certificate.

 Automatically select the certificate store based on the type of certificate
(@ Place all certificates in the following store

Certificate store:
Trusted Root Certification Authorities

Browse...

Learn maore about certificate stores

< Back I Next > I Cancel

Figure 55. Specifying the certificate store

14. In the MMC console tree, expand "Trusted Root Certification Authorities", and in the
"Certificates" folder, confirm that the certificate has been added.

_lalx|
@ Fle Action View Favorites Window Help ‘ ;Iilil
e[ 4GRS [
| Console Root Issued To = [ 1ssued By | Exprration D... | +[ [ Actions
&1 ¥ Certificates (Local Computer) T;INotable Solutions Notable Soltions 8/15/2015
® [ Personal S/ Notable Solutions, Inc. Notable Solutions, Inc. 12/12/2006
= [ Trusted Root Certification Authorities 5INSI Certificate NSi Certificate 6/7/2014
i E;éf;f:?;:ﬁ NS Certificate NSi Certificate 8/9/2017
G
: Intermediate Certification Authorities oINS Certfcate S certfcate s/3/2015
& B Trusted Publshers NS Certificate NS Certificate 8/9/2017 More Actions 4
: Untrusted Certificates SINSHCA NSHCA 12/28/2008
[ Third-Party Root Certfication Authorities 5/ OISTE WISeKey Global Ro... OISTE WISeKey Global Root ...  12/11/2037
® [ Trusted People [5lPost. Trust Root CA Post.Trust Root CA 715/2022
< Other People [ Post.Trust Root CA Post.Trust Root CA 8/20/2010 |
~ Homegroup Machine Certicates 5l Posta CA Root Posta CA Root 10/20/2028
< Remote Desktop IPOSTArCA POSTArCA 2/7/2023
® [ Certfficate Enroliment Requests 5 PostSignum Root QCA 2 PostSignum Root QCA 2 1/19/2025
| Smart Card Trusted Roots 5 Primary Utiity Root CA Primary Utility Root CA 5/23/2012
® [ Trusted Devices I Public Notary Root Public Notary Root 9/30/2037
~ windows Live ID Token Issuer 5l Quovadis Root CA 2 QuoVadis Root CA 2 11/24/2031
Timn\:adiq Roof CA 3 OuoVadis nan CA3 1112442031 = hd
\

Figure 56. Confirming that the certificate has been added

CONFIGURE WEBCAPTURE FOR SSL

1. On the AutoStore server, launch the AutoStore Workflow Process Designer.

Click Start > Notable Solutions > AutoStore 7 > AutoStore 7 Process Designer.
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2. On the AutoStore server, launch the AutoStore Workflow Process Designer.
In the workflow, double-click the Web Capture icon to open the WebCapture properties dialog
box.

4, Onthe Mobile Server tab, select SSL.

5. Inthe Choose certificate box, select the certificate that was configured earlier.

6. Inthe Certificate password box, type the password for the certificate.

SETTING UP SSL for NSi MOBILE

R e ————
Web Capture X
| Menus | Preferences I Authentication | Moble Server |

Service

Mobile service port: | 41290 | v SSL
Choose certificate: Motable Solutions

Certificate password: | ="

’T‘ Cancel I Help I

Figure 57. Specifying the certificate in Web Capture

7. Click OK, and restart the AutoStore Service.
8. On the NSi Mobile Server, open NSi Mobile Server Configuration Manager and on the AutoStore
tab, verify that the connection to AutoStore has been successfully established.
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@ NSi Mobile Server Configuration Manager i | |i|

AutoStore Configuration

SETTING UP SSL for NSi MOBILE

'Database AutoStore | Securities | Maobile Serverl File Servlcel OutputManagerl

[+ Enable AutoStore Connection

[~ Connection Settings

Server Address: [102019.21
Mobile Service Port: |429D—
[ Use SSL
Choose Certificate:  [Notable Solutions pfx |

Certificate Password: I

[ License

License Status: Licensed S

OK I Apply | Close |

Figure 58. Verifying the SSL connection to AutoStore

CONFIGURING SSL FOR OUTPUT MANAGER

The following procedures describe how to configure NSi Mobile Server and Output Manager to
communicate using SSL.

STEPS ON THE OUTPUT MANAGER SERVER

1. Start the Output Manager Server Configuration Utility (click Start > NSi > Output Manager
Server > OM Server Configuration).
2. Click the SSL Certificate Manager tab.
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# Output Manager Server Configuration Utility On Local System (PROM-COMPLAB1)

S 3
I Output services configuration JI Output Manager security administration H SSL Certificate Manager [
Create SSL Certificate
Choose Certificate: <Mew self signed...> E
Certificate Name:
Certificate Password:

Qutput manager service ports
Ports to Bind:

8069:NSi, OutputManager Obm.DbmInterface
B8067:N5i,OutputManager. Input.SisMar

‘Web service ports
Ports to Bind: | |

Generate Assign

Un-assign | |~ Reset

oK ‘ - Cancel Apply Help

Figure 59. SSL Certificate Manager tab in the OM Server Configuration Utility

3. Inthe Ports to Bind box, select the 8067:NSi.OutputManager.Input.SisMgr checkbox.
4. Inthe Choose Certificate box, select <new self signed...>.

5. Click the browse button (...) to open the Browse for Folder dialog box.

= Dutput Manager Server Configuration Utility On Local System {(PRDM-COMPLAB1 )

Output Manager services configuration || Dutput Manager security administration || SS5L Certificate Manager
Create 55L Certificate

Choose Certificate: <Mew self signed...>

Certificate Mame:

Browse For Folder B=

Certificate Passward:

Qutput manager service porks w

Ports to Bind: ["] 8069:M5i.OutputManager .Dbm.C

tputiManager. Input | _

Wieb service ports

Parts ko Bind: | ‘

[Make New Folder | o I Cancel |

Y | Reset |

‘ oK | | Cancel | Apply | Help |

Figure 60. Specifying the certificate folder
6. Specify or create a folder under my documents, and click OK.

7. Enter and confirm the Certificate Password.
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& Output Manager Server Configuration Utility On Local System (PRDM-COMPLAB1) [_O1=]

‘ Dutput Manager services configuration " Output Manager security administration " SSL Certificate Manager |
Create 551 Certificate

Choose Certificate: C:UsersiUseralDocumentsiPROM-COMPLABT PRDM.local pFx -
Certtificate Name: PRODM-COMPLAEL, PROM, local

Certificate Password: bk

Confirm Passward: bkt

Output manager service porks
Parts ta Bind:

[] 8089 WS, QutputManager, Db, Dbminterface

Web service parts

Parts ta Bind: | |

| nerake |I Assign Un-assign | Reset |

| QK | ‘ Cancel | Apply | Help ‘

Figure 61. Generating the certificate

8. Click the Generate button.

& Dutput Manager Server Configuration Utility On Local System (PRDM-COMPLAB1)

Output Manager services configuration " Output Manager security administration ” SSL Certificate Manager

Create 551 Certificate

Choose Certificate: Cilsers\UseralDocumentsiPROM-COMPLAEL PRDM.local,pfx -
Certificate Mame: PROM-COMPLABL PROM.local

Certificate Password: e

Confirm Password: A

Dutput manager service ports
Ports ko Bind:

‘Web service ports

Ports ko Bind: | |

IStatus: Certificate file has been created and selected ports assigned. I

GEnerate Assign Un-assign ‘ Reselt ‘

‘ O ‘ | Cancel | Apply | Help |

Figure 62. Verifying certificate generation

The Status message indicates the success or failure of the certificate generation.
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9. Navigate to the location specified by Choose Certificate, and copy the generated certificate file.

E Documents !El E
(7)(7) |3 « Libraties = Documents - - l‘zjll Search Documents w
Organize + Install PFX »  Sharewith +  New Folder = ~ Ol 9

- .
't Favorites Documents library
A Arrange by:  Folder =
Bl Deskiop Includes: 2 locations
i Downloads

Mame | Date modified ~ Type Size: | |
= Recent Places

| Infarmatia...

-l Libraries
3 Documents
J“- HMusic
|| Pictures
B videos ﬂ
PRDM-COMPLABL.PRDM.local Date madified: 9/5/2013 6:23 PM Date created: 9/5/2013 6:23 PM
. :_"‘ Personal Information Exchange Size: 2 45 KB

Figure 63. Copying the certificate file

10. Perform the following procedure to install this file on the Mobile Server.

STEPS ON THE NSI MOBILE SERVER

Save the certificate file on the Mobile Server (for example, C:\Certs\ABC.pfx)
On the Start menu, click Run and enter "mmc.exe" to start the Microsoft Management Console
(MMC).

3. Click File > Add/Remove Snap-in.

4. In the Available snap-ins box, click Certificates, and then click the Add > button.

Add or Removye Snap-ins [ =]

Y¥ou can select snap-ins for this console from those available on your computer and configure the selected set of snap-ins. For
extensible snap-ins, ywou can configure which extensions are enabled.

Available snap-ins: Selected snap-ins:
Snap-in | Vendar | - [ Consols Root Edit Extensians. .. |

Activel Control Microsoft Cor. .,

uthorization Manager Microsoft Car... Remove |

B tes Microsoft Cor. ..

& omponent Services Micrasaft Cor Mave Up

A Computer Managem...  Microsoft Cor.., =

ﬁDevice Manager Microsoft Car... [Mave Down |
Add > |

=1 Disk. Management Microsoft and. ..
{3l Event viewer Microsoft Cor, .,
| Folder Microsoft Cor, .,
__’ Group Policy Object ... Microsoft Car. ..
P] Internet Information... Microsoft Cor, .,
.j’lnternet Information,.. Microsoft Cor,.,
.g IP Security Monitor Microsoft Cor..,

B, 17 security Policy Ma,.. Microsoft Cor. .. LI Advanced... |

Drescripkion:

The Certificates snap-in allows you to browse the conkents of the certificate stores for yourself, a service, or a computer.

|

Figure 64. Adding the Certificates snap-in to the MMC console
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5. Inthe Certificates snap-in dialog box, choose Computer account, and then click Next.

Remoye Snap-in
Certificates snap-in [ x|
’ of snap-ins. For

Thiz shap-in will always manage certificates for:

byl Edit Extensions |
" Service account —

o Computer account Remove |

Mawve Up |

[Mase Down |

]

Adwanced. .. |
[
< Back I Mext I Cancel |—
a compuket.

Ok | Cancel |

Figure 65. Specify that the Certificates snap-in manages Computer account

6. Click Finish.

Add or Remoye Snap-in

Select Computer [ x]
| of snap-ins. Far

Select the computer you want this snap-n ta manage.

This snap-n will always manage: Edit Extensions...
' Local computer: [the computer this corsle is runring on)
Remove
Erowse, . |

" Another compuiter: I

I~ Allow the selected computer to be changed when launching from the command line. This Move Lip
only applies if you zave the console
Move Do

Advanced. ..
! : —
< Back Cancel a computer,

oK | Cancel

Figure 66. Completing configuration of the Certificates snap-in

7. Inthe Console Root tree, expand Certificates.

54
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8. Right-click "Trusted Root Certification Authorities", and on the shortcut menu, click All Tasks >
Import.

F= Consolel - [Console Root\Certificates (Local Computer)]

Fie Action View Favorites Window Help | =181x|
e=7RlcE [@F
| Console Root Logical Store Name | Actions
= [l Certificates (Local Computer) | Perscnal
Personal I Trusted Raot Certification Authorities
< T More Actions »

terprise Trust
Intermediate Certification Authorities
Trusted Publishers

1 Untrusted Cartificates Mews Window from Here

(v s Ltlﬁ(almn futherities

Find Certificates. .

Third-Party Root Certification Author
| Trusted People Refresh
| Remote Desktop S
Smart Card Trusted Roots
Trusted Devices " Trusted Devices

Help

B EEE

Figure 67. Importing the certificate to the store

9. Select the certificate that you saved in step 1.

v [ peskton - ~ K& [ search veskeop
Organize v Mew folder
 Favoritss = Libraries “ialidD 'A\‘ Computer
B Desktop || System Folder System Folder (S System Folder
=~ ;
& Downloads
] Recent Places Network
| System Foider
A Lbraries
) Documents
a Music
=] Pictures
B videos
8 Computer
&, Local Disk (C:)
s WalidD (\|PROM-DCOL
€ Hetwork.
File name: [ A5G | [Persanal Information Exchange -]
(508 Certificate (.cer*.crt)
Certificate Trust List (% stl)
Certificate Revocation List (crl)
Microsoft Serialized Certificate Store (*.55t)
PKCS #7 Certificates (*spc:* pTb)
| &11 Files (™)

Figure 68. Selecting the certificate

10. Enter the password that was used to generate the certificate on the Output Manager server.
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E C ate Import
;(s Password

To maintain security, the private key was protected with a password.

Type the password for the private key,

Password:

™| Enable strona private key protection, You wil be prompted every time the
private key is used by an application i yau enable this optian,

[~ Matk this key as exportable, This will allow you to back up or transport your
leys at alater time,

v Include all extended properties,

Learn more about protecting private kevs

< Back, I Mext > I Cancel |

Figure 69. Specifying the certificate password

11. Make sure that the Certificate store is set to "Trusted Root Certification Authorities", and then
click Next.

Certificate Store

Certificate stares are system areas where certificates are kept,

Windows can automatically select a certificate stare, or you can specify a location For
the certificate,

" Automatically select the certificate store based on the bype of certificate

£+ Place all certificates in the Following store

Certificate store!

Trusted Root Certification Authorities Browse... |

Leatn more about certificate stores

< Back I Next > I Cancel |

Figure 70. Confirming the certificate store

12. Navigate to the Certificates folder and make sure the generated certificate has been added.
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nsole1 - [Console Root'Certificates (Local Computer)\Trusted Raot Certification Authariti
e Acion Yiew Favores Window Help ISEIES
+=#El0l-
| Console Rook Issued To_~ [ 1ssued & [ Expiration pate__||[Actions
=[5 Certificates (Local Computer) FlaeC AEC 712/2013
| Personal T3 Class 3 Public Primary Certification.... Class 3 PUbIC Primary Certiication A...  5/1/2025
B8 [ Trusted Root Certfication Authorities (5] class 3 Public Primary Certification,,. Class 3 Public Primaty Certification A..,  1/7/2004 Mare Actions 4
o = t ;] Copyright (c) 1997 Microsoft Corp.  Copyright (c) 1997 Microsoft Corp. 12130/1999
J En E’D”Ze s it o [;JEnkrust.net Secure Server Certific... Entrust.net Secure Server Certfficati...  5/25/2019
= IT”te';”": P‘a: iem feation Authorities [JEquifax Secure Certificats Authority Equifax Secure Certificate Authority  8/22/2018
- U’ﬂ“:;ﬁ ducfvtl‘:\rcsates (5] Go Daddy Class 2 Certffication Au...  Go Daddy Class 2 Certffication Auth...  6/28/203+
| Third-Party Rt Certfication Authorives L, GTE CyberTrust Giobal Root GTE CyberTrust Giobal Rook 8132018
. Trusted People Colhito o valicertcom! hitep:dfuwe, valicert. camj /252019
 Remots Deskion CplMicrosoft Authenticode{tm) Root ...~ Microsoft Authenticods{tm) Root Au...  12/311999
| Smart Card Trusted Roots Clmicrosaft Root Autharity Micrasoft Rraot Autharity 12/31/2020
7| Trusted Devices LlMicrosoft Root Certificate Authority  Microsoft Root Certificate Authority — 5/9/2021
SING LIABILITY ACCEPTED, ()57 V... NO LIABILITY ACCEPTED, ()97 Verl...  1/7/2004
L5lPROM-BC01-CA PROM-CO1-CA 4j232023
5l Thawite Premium Server C Thawte Premium Server CA 11j2021
gl Thawits Premium Server CA Thawte Premium Server CA 12/31/2020
] Thawte Timestamping CA Thawte Timestamping CA 121312020
Eglverisign Class 3 Public Primary Cer... VeriSign Class 3 Public Primary Certifi...  7/16/2036
TS vcPROM-WD02 WSy PROMAWDDZ 8jz2{2022

Figure 71. Confirm that the certificate has been added

13.
14.
15.

Start the NSi Mobile Configuration Manager.

On the Output Manager tab, select the Use SSL check box.

In the Service Port box, enter the port number for the Output Manager service port that
showed in the Ports to Bind box in the Output Manager SSL Certificate Manager settings (for
example 8067:NSi.OutputManager.Input.SisMgr).

The default port is 8067.

16. Click the Test Connection button, to test the connection.

@ NSi Mobile Server Configuration Manager - 6.1.4.7
o]

utput Manager

Database AuloSloraI Securities | Mobile Server | Support Service DUtDUlMENBQE'l

Connection S ettings

Server Address: |1 0.16.35

Service Port:

107

8067

v Use55L

Test connection

eocy | |

Close

Figure 72. Testing the SSL connection to Output Manager
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17. If the connection was successful, click OK, and restart the Mobile Server Web Service.

LICENSING

LICENSING A NEW INSTALLATION OF NSI MOBILE

1. Click Start > All Programs > Notable Solutions > AutoStore 7 > AutoStore 7 Process Designer.

&dobe Reader X1
(= Internet Explorer
Ej Windows Update
. 7-Zip
. Accessories
. Adrninistrakive Tools
., Google Chrome
. Maintenance
. Microsoft SOL Serwver 2003
. Microsoft SQL Server 2008 R2
., Motable Solutions
. Aukoskare 7
) AutoStore 7 Distributables

& LtoStore 7 Process Desi

‘ﬁ’ AukoSkore 7 Service Manager k
FEI Aukostore 7 Skatus Monitar

Figure 73. AutoStore Process Designer
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2. Click License Manager.

AutoStore Workflow & Process Designer

.
;. Capture

# Process

-
.q Route

Figure 74. License Manager
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3. The license for NSi Mobile is included as part of WebCapture.

License Manager: YMware564d7 daa73751bdfd2748b7068fb28e5810635435]
Server |Capture | Process | Route | Other Log

Mame License oK
AutoStore Workflow & Expired
Software Maintenance Evaluation (30 days remaining) Cancel

Infarmation

it

‘web License

License Repait

Load Keps

Help

c
a
a
3
@
a
s
o

4 n

-

Figure 75. License Manager — Server licenses
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4. The user must register online to receive a license. A request must first be created. Click Create
Request.

License Manager: YMware564d7daa73751bdfd2748b7068fb28e5810635435!

Server |Capture | Process | Route | Other Log

MName License oK,
AutoStore Workflow & Expired

Software Maintenance Evaluation {30 days remaining) Cancel

Infarmation

Lt

License Report

License File

por—r—
Create Request

Figure 76. License Manager — Create NSi license request
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5. Name and save the license file locally (selecting a file type is not required). Note the location of this
file.

MName License K
AutoStore Workflow & Expired

Software Maintenance Evaluation (30 days remaining) Eopeel

s

Infarmation

OO [11 i ~ Autostore Workfon & - « & [seoch ‘

File name: | License| -

Save as type: -

™ Browse Folders Cancel
License Repaort

License File

Load Keys

Create Request

< | n o Help

Figure 77. License Manager — Save the license request
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6. Click Web License.

License Manager: VMware564d7daa73751bdfd2748b7068fb28e5810635435]

Server |Capture | Process | Route | Other | Log

Mame License oK
AutoStore Workflow & Expired
Software Maintenance Evaluation (30 days remaining)

oo

Load Keys
Cieate Request

4 T v Help

c
o]
a
1
@
i
u
o

Figure 78. License Manager — Web License

7. You will be directed to the following website: https://weblicense.nsius.com. Enter your login

information. If you have not previously registered, click New User.

NSi Web License

Login

Email

Password

Forgot Password
in >
s New User? Create account

Figure 79. NSi Web License Login
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8. If you are a new user, enter your information.

LICENSING

Note: When you enter an email address, addresses from free email accounts such as Hotmail or
Google will not be accepted. After you have filled out your information, click Create My

Account.

Create New Account
Personal Information:

First Name *

Phone *

City

Postal Code *

User ID and Password:

Email *

Password *

Image Verification

Last Name *

Company *

State/Province *

Country

United States

Confirm Email *

Confirm Password *

Verify that you are a human not robot, please choose Folder

~ 218 STIE

By clicking the “Create My Account™ button below, | certify that | have read and agree to the
Communications Terms of Senvice, and to receive account related communications from N&

Create My Account >>

Figure 80. Create New Account
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9. You will receive a confirmation email.

LICENSING

10. Click the link in the email to confirm your account registration.
11. Return to the licensing website and login into your newly created account.

NSi Web License

Login

Email
Password

: Forgot Password
e New User? Create account

Figure 81. NSi Web License Login
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12. Select license information:
a. At License Type, select Production as the license type from the drop-down menu.

LICENSING

b. At License Request File, browse and enter the location of the request file that was created.

c. At License/Activation Number, enter a License/Activation Number.

NSi Web License

Downloads License Activation

License Activation

License Type

Production/NFR El 0

Order and License Request

License Request File

Choose File | No file chosen

Server Friendly Name

License/Activation Number

Figure 82. License Information
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13. The next screen will show the list of available licenses. Select the available license for NSi Mobile
Server. Then click Submit.

NSi Web License English

Downloads License Activation

Product details

Please enter quantity for each product that you would like to license

Product Selection for Invoice: INV-49601-J8K8Q8

Product Available Quantity Quantity to License
NU AW Mobile Bundle for AutoStore Workflow (60NUAWT77A01A) 5 -

0
NU AW AutoStore Workflow Desktop Bundle License (20 User 5 -

Licenses) (60NUAWO0BA01A)

Figure 83. Submit

14. Click Download License.

NSi Web License English

Downloads License Activation Download License

What to Expect Next

You can download the License by clicking "Download License." In addition, you will
shortly receive an email from NSi with your license. Please keep this email for
your future reference

Figure 84. Click to Download

© 2015 Nuance Communications, Inc. All rights reserved 67



i
Installation Guide — NSi™ Mobile™

15. Save the file locally and note the location of this file.

Figure 85. File Download
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16. Open Process Designer, and click License Manager on the toolbar.

~
— @ canture

-ﬁ Process

=
@ route

Figure 86. License Manager
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17. Click Load Keys. Then select the location of the license file that was downloaded.

Name License fiTs
AutoCapture Expired

Batch Inporter Eaphed
Content Management Queus na
EFI Sende Expired

FTF Pl Expired

HP MFP{Digital Sender (OXFd) Expired

IKON DocSend Expired

MR Capture Expired

Knowledge Package Loader WA

Konica Minglta MFP Expired

Kyocera MFF (HyPAS) Expired

Lexmark MFP Expired

biLt-Pol Expired

FOP3 ehal Expired

QuickCapture Expired

Ricoh E5A Expired
RightF ax Capture Expired

SFTP Pall Expired
Sharp MFP (OSA) Expired

SMTP Caphure Expired Liverse Fil

Weh Capture ‘web Capture (User Based): Expired; web Capturs {Custom Development): Expired{Web Capture (NS Mobile Server): Expiredjweb Capture {Unlimited User): Expired

Nerox EIP Connect Expired "
Neroz WorkCentrs Fro Expired Crests Rsqusst
e —— ) '

Figure 87. Load Keys

18. The new license status will be displayed for "Web Capture" on the Capture tab.

License Manager: ViWwared212e75b46fdfeclabalagedd29¢dcadde21596

Serwer | Capture | Process | Route | Other Log

Mame License [a]:%
AutoCapture Licensed 5 Client(s)

i -
Content Management Queuse MNiA
EFI Sendhe Licensed 5 Level

FTP Pol Licensed

HP MFP{Digital Sender (OxPd) Licensed 5 Device(s)

IKOMN DocSend Licensed 5 Device(s)

IMAP Capture Licensed

Knowledge Package Loader A

Konica Minolka MFP Licensed 5 MFP(s)

Kyocera MFP (HyPAS) Licensed 5 MFP(s)

Lexmark MFP Licensed 5 Device(s)

Multi-Poll Licensed

POP3 eMail Licensed

QuickCapture Licensed 5 Scanner(s)

Ricoh ESA Licensed & MFP(s)
RightFax Capture Licensed

SFTP Poll Licensed
Sharp MFP {0SA) Licensed 5 MFD(s) .

SMTP Capture Licensed Ue=reeifs

‘Web Capture ‘Web Capture (User Based): Licensed;Web Capture {Custom Development): L\censsdstb Caphure {M5i Mobile Server): Li:snsedjfweh Capture {Un|
werox EIP Connect Licensed 5 MFP{s) SaCheNy
Herox WorkCentre Pro Licensed 5 MFDis)
< ,

Figure 88. New License Status

6. Click Finish to complete the installation process.
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